Proszę do zeszytów przepisać poniższy temat – są to kolejne polecenia z administrowania serwerem. Potem zrobić zdjęcia zeszytu i mi przesłać do niedzieli 19 kwietnia 2020r .

Temat: Administrowanie serwerem mysql – nadawanie uprawnień użytkownikom.

Nadawanie uprawnień użytkownikom
GRANT uprawnienia(kolumny) ON do_czego TO konto IDENTIFIED BY „haslo”
 REQUIRE wymogi_dotyczące_szyfrowania
WITHopcje_nadawania_uprawnień_lub_zarządzanie_zasobami;

uprawnienia–przypisane dla danego użytkownika, czyli np. SELECT, INSERT
kolumny–definiuje kolumny, których uprawnienia będą dotyczyć. Wykorzystywany do uprawnień związanych z kolumnami, gdy ma dotyczyć wielu kolumn oddzielamy je przecinkami. Jeżeli np. SELECT ma dotyczyć tylko dwóch kolumn to SELECT(kolumna1,kolumna2)
do_czego–czego będą dotyczyć uprawnienia.

ON *.*  wszystkie bazy danych, wszystkie tabele
ON baza.*  wszystkie tabele w danej bazie
ON baza.tabela konkretna tabela w konkretnej bazie

konto–definiuje konto, którego uprawnienia dotyczą. Składa się z nazwy konta i nazwy hosta:'nazwa_użytkownika'@'nazwa_hosta' (przypomnij sobie poprzednią lekcję)
REQUIRE-opcjonalne, dostępne od v. 4.0.0, służy do definiowania kont, które muszą się łączyć przez zabezpieczone łącza przy użyciu protokołu SSL. Nie ma sensu korzystać w przypadku kont, które nie łączą się z serwerem przez sieć zewnętrzną.
WITH–opcjonalne, do nadawania uprawnień GRANT OPTION, które zezwala kontu nadawać uprawnienia innym użytkownikom. Od v. 4.0.2służy też do zarządzania zasobami, np. do nakładania ograniczeń dotyczących liczby, połączeń lub zapytań, jakie konto może dokonać na godzinę

Przykład 1
udostępnianie wszystkich tabel w bazie danych dla kont o określonym hoście:
GRANT ALL ON baza.* TO 'konto'@'host' IDENTIFIED BY 'haslo';
ALL-nadaje wszystkie uprawnienia

Przykład 2
Nadanie uprawnień SELECT do kolumny ocena oraz data w tabeli oceny, która znajduje się w bazie szkola, użytkownikowi jnowak o haśle 123 na localhost.
GRANT SELECT(ocean,data)  ON szkola.oceny TO ‘jnowak’@'localhost' IDENTIFIED BY '123';

Przykład 3
ograniczenie zużycia zasobów przez użytkownika
np....WITH MAX_ONNETIONS_PER_HOUR 10 MAX_QUERIES_PER_HOUR 200 MAX_UPDATES_PER_HOUR 50;
oznacza to, że użytkownik może łączyć się tylko 10 razy na godzinę, wydać w tym czasie 200 zapytań (z czego najwżej 50 może być aktualizacjami).Wewnątrz klauzuli kolejność opcji zarządzania zasobami nie ma znaczenia. 
Domyślną wartością każdej opcji jest zero, co oznacza „bez ograniczenia”.

Jak obejrzeć uprawnienia użytkownika?
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SHOW GRANTS FOR ’konto’@’host’;



