Blokowanie przeglądania zawartości katalogu
Dostęp do katalogu lub całej witryny udostępnianej przez  WWW można ograniczyć  przez pliki .htaccess  oraz .htpasswd. W ten sposób można ograniczyć dostęp o katalogu tylko dla osób znających login i hasło.

W katalogu, do którego chcemy ograniczyć dostęp tworzymy plik .htaccess o zawartości

AuthName  tu w „” wpisujemy dowolny tekst np. katalog z ograniczonym dostępem

AuthType Basic

AuthUserFile   tu podajemy pełną ścieżkę do pliku .htpasswd
Require  valid-user

Plik  .htpasswd jest to plik, w którym są przechowywane  nazwy kont i hasła dostępu (zaszyfrowane). Plik powinien być umieszczony tam, gdzie zwykły użytkownik nie będzie miał dostępu.

Plik ten tworzy się poleceniem

htpasswd  –c  pełna ścieżka dostępu do pliku .htpasswd  login

Trzeba również zezwolić na nadpisywanie ustawień  w pliku konfiguracyjnym witryny. 
W tym celu należy zmodyfikować odpowiedni plik konfiguracyjny, który znajduje się w katalogu
/etc/apache2/sites-available/
Należy w nim, w sekcji  opisującej reguły dostępu do katalogu,  opcję  AllowOverride None zamienić  na  AllowOverride  All
Na koniec należy zrestartować apache.

Zadania:

1. W katalogu /var/www/ utwórz plik index.html a w nim tekst to jest strona szkoły
2. Sprawdź  wpisując w przeglądarce http://ipserwera czy strona się wyświetla

3. W katalogu /var/www/ utwórz katalog szkoła a w nim pliki plik1, plik2

4. Sprawdź, czy jest możliwość wyświetlenia zawartości katalogu szkoła z poziomu przeglądarki.

5. Zablokuj możliwość przeglądania zawartości katalogu szkola. Dostęp do niego ma posiadać jedynie użytkownik admin o haśle admin123.

